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“Content” means any data file, written text, computer software, music, audio file, or other sounds, 

photographs, videos or other images you or your users may access or create through the Services. You 

agree to bear sole responsibility for any Content you or your users create, transmit or display while using 

the Services. You retain all of your ownership rights in your and your user’s submissions. You may not 

create, transmit or permit display of Content that is inconsistent with Wedica’s mission. 

 

Services may not be used for any fraudulent or other unlawful activities. 

 

”Non-Acceptable Content” means Content, or links to or ads for subject matter, which is inconsistent with 

Wedica’s mission (as Wedica determines, in Wedica’s sole discretion), including but not limited to the 

following: 

1. Pornography - Materials that are obscene, erotic or otherwise pornographic. 

2. Controversial Content – materials that are controversial to the evangelical Christian community 

related to issues including but not limited to the condoning of: abortion, euthanasia, sexual 

promiscuity, bestiality, witchcraft, necrophilia, homosexuality, transgender practices, etc. 

Copyright Infringement - Materials that are neither owned nor licensed by you or your user are 

likely copyright infringing materials. 

3. Copyright infringing materials also include any commercially valuable data file or software that is 

not under a GNU license (or similar public domain license) but yet is being made available for 

distribution or use without cost; such as but not limited to, warez, ROMs, ROM Emulators, data 

files or programs. We will assume that any material we deem questionable is copyright infringing 

if you are not in possession of a signed writing indicating that the material has been licensed, 

purchased, or newly created (or a letter from an attorney indicating the material is either in the 

public domain or has been used under reasonable “fair use”). 

4. Hacking/Phreaking - Materials for hacking, phreaking, viruses, anarchy, or any other information 

promoting harm to Internet Sites or Providers. 

5. Spam - Materials promoting any unlawful sending of unsolicited email messages. 

 


